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Objectives

- Support request and presentation of Verifiable Credentials in ID Tokens and 
Userinfo responses

- Usable with all OpenID Connect Flows (SIOP, code, CIBA, …) 
- Leverage OpenID Connect as simple to use protocol for wallet integrations
- Leverage W3C verifiable credentials to existing OpenID Connect deployments



Ideas

- Requests via “claims” parameter
- Simply claims or credential type + claims (selective disclosure)
- Delivery under discussion

- VP Token as separate artifact + ID Token as Verifiable Presentation (current revision)
- https://github.com/awoie/vp-token-spec

- vp_jwt/vp_ldp/vc_jwt/vc_ldp Claims (https://github.com/awoie/vp-token-spec/pull/20)
- https://github.com/Sakurann/vp-token-spec

- Aggregated & Distributed Claims (https://github.com/awoie/vp-token-spec/pull/23)
- https://github.com/awoie/vp-token-spec/tree/adc

https://github.com/awoie/vp-token-spec
https://github.com/Sakurann/vp-token-spec
https://github.com/awoie/vp-token-spec/tree/adc
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Next Steps

● Discuss and decide delivery method 
● Ask Connect WG for adoption
● Incorporate encryption (e.g. confidentiality protection in case where OP is just 

a cloud agent)


